Secure Coding Reflection

Securing your code is an important part of the developmental process. You should always make sure to use best practices and adopt a secure coding standard to follow. “Most common software security vulnerabilities can be mitigated by following well-established secure coding standards” (Author, 2022) In keeping this in mind you can help to prevent attacks and save your time and money in repairing or stopping an attack. You should also not leave security until the end and instead work it into what you are doing.

Taking risk and cost benefit into consideration when developing can be an important part of the design process. “With cost benefit analysis, one can identify risk mitigation strategies that lead to an optimal tradeoff between the costs of the mitigation measures and the achieved risk reduction.” (Author, 2022) Taking these risks into consideration you are protecting yourself from being attacked and potentially saving yourself money that will be spent on the damage that has occurred.

Zero trust is an idea that should be implemented into the thinking of the development team when designing different systems. This idea involves not trusting that the user would input or interact with your system as it is intended to. “Zero Trust is a network security strategy based on the philosophy that no person or device inside or outside of an organization’s network should be granted access to connect to IT systems or workloads unless it is explicitly deemed necessary. In short, it means zero implicit trust.” (Akamai, 2022)
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